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Abstract. A national data infrastructure (NDI) provides data, data-related services and guidelines for the re-use of data to
individuals and organizations. It facilitates efficient sharing of data, supports new business models, and is thus a key enabler for
the digital economy, open research, societal collaboration and political processes. While several European countries have taken
steps to set up data infrastructures cutting across institutional silos, approaches vary, and there is no common understanding
of what a NDI exactly comprises. In Switzerland, activities are still at a conceptual stage. In order to foster a shared vision
of what a NDI is about, stakeholder interviews were carried out with representatives of public administration, research, civil
society, and the private sector. There is broad consensus among key stakeholders that a NDI is to be conceived as a nationwide
distributed technical infrastructure allowing the sharing of data, based on predefined rules. Our findings also suggest that the
notion of a NDI should be approached from four perspectives: a big data, a base register, an open data, and a mydata perspective.
For its implementation, effective coordination across several dimensions (ethical, legal, political, economical, organizational,
semantical, and technical) is crucial, which calls for a truly multidisciplinary approach.
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1. Introduction

Data play the role of an infrastructure resource in that they generate value when used as inputs into a
wide range of productive processes the outputs of which are often public and non-market goods [54]. Just
as electricity, streets and water are core infrastructures that serve citizens, companies and governments
alike, so too a national data infrastructure (NDI) responds to a community-wide need in the big data era,
similar to education, healthcare, and public services [66].

A NDI provides data, data-related services, and guidelines for data-reuse to public and private organi-
zations and to citizens. As such, it allows the efficient sharing and effective use of data across organiza-
tional boundaries. It is beneficial for data providers and consumers alike, supports new business models,
and is thus a key enabler of the digital society, enhancing societal collaboration and supporting political
processes.

Fostering data-driven innovation requires the attention of policymakers. There is a need for a coherent
data governance that balances openness and public benefit on the one hand, and privacy and data security
on the other [54]. Good data governance not only needs to address the question of who gets access
to what data for what purpose and under what conditions, but should also assign responsibilities and
retribution mechanisms for data maintenance and enhancement in order to ensure the sustainability of the
common data infrastructure. Furthermore, a NDI needs to be conceived so as to ensure interoperability
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and alignment with similar efforts at the international level. The European Commission perceives data
policy to be one of the key issues to enhance the long-term competitiveness of Europe on a global
scale. Data and data-related infrastructures for business, administration and society are thus an essential
part of the European Digital Single Market Strategy [22]. Only recently, the Swiss government has
adopted a “Digital Switzerland” Strategy that among other goals envisages the establishment of a NDI,
the promotion of an equitable information ecosystem, the empowerment of Swiss citizens so that they
have control over their own data, and the formulation of a coherent and future-oriented data policy for
Switzerland [25].

As the governance issues related to the establishment and the maintenance of a NDI are still far from
being fully understood by the key stakeholders in Switzerland, we carried out an exploratory study on the
topic. The main goal of the study was to foster a shared vision among key stakeholders regarding the data
infrastructure that is to be established and to draw their attention to the governance issues surrounding
it. To this end we conducted sixteen qualitative interviews with stakeholders from various sectors. The
questions guiding our research were: What are the key building blocks of a national data infrastructure?
And how should inter-organizational collaboration be organized in view of the establishment and the
maintenance of a national data infrastructure? — The study thus contributes to the conceptualization of a
NDI and sheds light on the governance issues related to its establishment, providing valuable inputs in
view of the formulation of a future-oriented data policy. At this stage, the study addresses relevant issues
from a strategic perspective and does therefore not provide a detailed discussion of technical challenges.

The paper is structured as follows: In Section 2 we provide a summary of relevant research related
to data infrastructures. Section 3 contains an overview of existing initiatives and activities towards an
NDI specifically in Switzerland. Section 4 describes the methodological approach for data collection.
In Section 5 we present notable findings from the interviews concerning the current understanding of a
NDI and the outlook on its establishment, including stakeholder roles, coordination needs, and required
knowledge. Our research findings suggest that the notion of a NDI should be approached from four
distinct perspectives: a big data perspective, a base register perspective, an open data perspective, and
a mydata perspective, which are covered in Section 6. We summarize our findings in Section 7 by
addressing the research questions from above and by suggesting next steps.

2. Relevant research in the field

Over the last couple of years, several authors have addressed governance issues related to the estab-
lishment and the maintenance of a NDI or similar data infrastructures [41,45,51,52]. It appears from
these publications that a multi-disciplinary approach is needed in order to gather a holistic view of the
challenges at hand, drawing on different strands of research in disciplines such as political and social
sciences, law, economics, and computer science. This section summarizes present considerations in the
different strands of research relevant to the discussion of governance issues surrounding a NDI.

In order to clarify the notion of a NDI we set out by drawing on literature related to (data) infrastructure
development. Infrastructures for data sharing and re-usage are built for different areas of application. It
is therefore important to view them in relation to context. From a socioeconomic viewpoint, recent
developments in big data analytics are of particular importance. One of the characteristics of big data
is the growing variety of data that is being integrated and tapped into for all sorts of analyses. In that
respect, technological trends and challenges should be taken into consideration, such as the ones related
to open and linked data. When it comes to analyzing personal data, privacy issues are a major concern, a
topic that should be approached both from a technical and a legal perspective. We conclude the section
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with a short overview of contributions regarding the notion of data governance at the societal level,
which may serve as an umbrella to integrate the different research perspectives.

2.1. Existing notions of data infrastructure

Neuroni et al. explore the notion of a national data infrastructure and related concepts, observing that
the notion of a national data infrastructure bears connections to and overlaps with different concepts
dedicated to infrastructure development in a digital environment, such as e-government infrastructures,
national information infrastructures, and open data infrastructures. They also point to the fact that there
is no common understanding in the research literature as to what a data infrastructure comprises [45,51].

There are at least three strands of research and practice that can be drawn upon when it comes to
conceptualizing a NDI: e-government research, research on open government data (OGD), and the ini-
tiatives in various countries regarding the establishment of a “national information infrastructure” (NII)
or a “national data infrastructure” (NDI).

In the context of e-government, the development of shared infrastructures enabling interagency col-
laboration is a core issue when it comes to improving public service provision [3,26]. This is illustrated
by the European Interoperability Framework (EIF), which provides a conceptual model for public ser-
vices and considers data-related services as a basic component for service provision [20]. The focus is
on base registers that are legally controlled and maintained by public administrations and provide au-
thentic sources of information on items such as persons, companies, buildings, or roads. According to
the European Commission this information ought to be made available for re-use, and appropriate mech-
anisms for managing access and control should be put in place (ibid.). This is consistent with the view
that authentic data sources are a key enabler for enhanced service provision as they allow improving user
experience and administrative efficiency [9,12].

In the context of OGD, the focus is on infrastructures that allow third parties to re-use government
data. As Neuroni et al. note, OGD benchmarks assess data availability and accessibility, user support
and functionalities for stakeholders. Availability of data mostly relates to coverage of sectoral data (edu-
cation, health, etc.), while the provision of basic government data (key registers) is hardly a topic. Also,
the focus of OGD strategies generally is on public sector data that can be made available in an open
access regime [51].

In contrast, NIIs or NDIs can comprise data from various types of data providers, such as government,
businesses, or non-profit organizations. Also, they may be openly licensed, be made available to a re-
stricted group of stakeholders, or be closed. Several European countries have adopted the concept of a
NDI/NII. The different concepts have in common the sharing of core government data sets within and
outside public agencies and the stimulation of their use across boundaries. The main motivation lies in
the increase of public efficiency [70]. The concept of a NDI/NII can further be seen as a management
framework for the strategically most important data held by government; it is composed of a set of guid-
ing principles, a data set list, a governance structure, and baseline quality criteria [8]. Some initiatives or
policies conceptually strengthen connections between government data held in base registers and OGD.
This is the case for instance in the UK, in Denmark, and in the Netherlands [51].

No matter from which point of view a data infrastructure is approached, it can be understood as a
community-wide need, respectively a good that should be provided as a public service [66]. Data itself
has become an essential driver of innovation, and it can be considered as one of our society’s central
infrastructure resources [54]. As Frischmann observes, from an economic point of view, infrastructure
resources are fundamental resources that do not get consumed when being used, and generate value when
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used as inputs into productive processes. As their outputs are often public goods that generate positive
impacts for society, it may be socially desirable to manage them in an openly accessible manner. Data
meet the following characteristics of infrastructure resources: first, they may be consumed in a non-
rivalrous fashion for some appreciable range of demand; second, the social demand for data is driven
primarily by downstream productive activities that require them as an input; and third, they may be used
as an input into a wide range of (private, public or social) goods and services [27,29].

2.2. Potentials and policy implications of big data and the rise of data-driven services

As aresult of rapidly increasing computing capacity, storage capacity and communication bandwidth,
we are presently experiencing a situation where data collection, analysis, and storage are characterized
by ever increasing volumes, variety, and velocity as well as by new methods of analysis, which are
accompanied by a rise of data-driven services. These developments are often subsumed under the term
“big data”, while other terms, like “ubiquitous computing” or “ambient intelligence” point to the ever-
present nature of computers and data analytics in our lives [6]. These developments are highly relevant in
the context of a NDI — not only with regard to potential uses of the data and thus the usefulness of a NDI,
but also with regard to the precautionary measures that need to be taken in the area of data protection and
with regard to the ethical implications of big data. Thus, government and the public sector are concerned
by these developments in various ways:

The public sector is an important data producer and thus an important source of information for big
data analytics. Public sector sources, such as classifications and statistics need to meet high quality re-
quirements, are often produced on a regular basis, and are therefore an essential resource for providing
stability to big data models [73]. In turn, big data technologies may change the way official statistics
are produced [71]. It is widely acknowledged that governmental data-provision may contribute to so-
cioeconomic development and growth [53]. In 2014, the European Commission has released its vision
of a data-driven economy, addressing the relevance of big data and calling for the adoption of open data
policies and the development of public data infrastructures [21].

At the same time, the public sector is also a data user and as such may benefit from the implemen-
tation of big data concepts. Opportunities comprise: increasing efficiency and saving costs, increas-
ing transparency, innovating service provision, supporting and improving decision-making, detecting
and preventing mistakes and frauds, reducing security threats, and conducting policy impact assess-
ments [7,16,23]. Typical domains include traffic planning and control, public security and intelligence
services, social welfare and health care, assessment of environmental risks, disaster management, and
strategic management. Depending on the application domain and the type of data generated, big data
analytics in the public sector is closely related to the concept of smart cities [10,49].

There are several accounts of practical cases of (big) data analytics in the public sector [16,43,69]. As
scholars point out however, many government data projects have so far rather been focusing on structured
and stored data, instead of using e.g. real-time, or in-motion data [14]. Current gaps in exploiting the
potential of big data in the public sector are also acknowledged by the European Commission, who in
2015 has launched an action on big data for public administrations. Its main objectives are to “identify
concrete big data and open knowledge opportunities and requirements in public administrations and
in specific policy contexts” and to “promote cooperation (...) in order to accelerate the data-driven
transformation” [21].

Big data analytics not only offers opportunities for the public sector, but also raises challenges [10,
35,61]. The first set of challenges relates to big data governance: establishing a data-driven decision-
making culture (create public value through big data), developing agreements for integrating data sources
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across organizations to generate big data, and specifying roles and responsibilities for managing big
data. The second set relates to big data implementation: recruiting specialized personnel (data scientists)
and implementing adequate technological solutions. The third challenge relates to risk management:
ensuring privacy in view of data aggregation (individual profiling) and ensuring security (combination
of disparate data sources).

Irrespective of the field of application (private vs. public), big data raises a range of policy and ethical
issues. Both, the OECD and the European Commission stress the need to provide adequate framework
conditions for big data, including policy frameworks “for the generation, collection, transport and use of
data” [53]. Regulatory issues in particular relate to the areas of user empowerment and privacy protec-
tion [21,53], whereas the longer-term implications of the ubiquitous use of data analytics raise important
ethical issues, e.g. related to shifts in the balance of political and economic power, changes in our values
and motives, the violation of personal borders by new surveillance and search technology, or changing
attitudes towards the world that surrounds us [6,61].

2.3. Potentials and challenges of open and linked data

Another development, partly related to the one of big data is the breaking-up of data silos, i.e. the
growing importance of the secondary use of data and the integration of data from various sources. This
has also been recognized by the open data movement. Thus, while the call to open up public sector
information can be seen as a logical extension of the freedom of information regulations that have been
adopted by many countries since the 1990s, the open data movement is also driven by a technical and
economical vision: transaction costs related to the secondary use of data are to be reduced and a semantic
web is to be created by linking many ‘open’ datasets from various sources. Thus, ‘linked open data’ will
serve as an infrastructure resource for third parties to build value-added services on top of it, such as
new combinations of data, visualizations, or other data-driven services [2,5].

While open access to publicly funded data is generally associated with many benefits, such as greater
returns from public investment, increased value creation through the downstream use of outputs, better
access for policy makers to data needed to address complex problems, increased transparency, or im-
proved citizen participation, there is still a considerable gap between these promises and reality. Current
challenges comprise both data publication and access impediments (related to creating, opening, find-
ing and obtaining the data) and data use impediments (preventing their effective use). Furthermore, the
transformative nature of open data is more elusive than might be expected, and the implementation of a
culture of open government difficult to achieve [39,79].

When combining data from different sources, a difficult obstacle lies in the need to first understand
the particular encoding (syntax) and meaning (semantics) of the individual data fields, which are often
not well-documented and require substantial domain knowledge. Even worse, for the same type of data,
different sources may use different syntax and/or semantics. As a result, larger projects with several data
sources require labor-intensive and error-prone data integration. As case studies in different industries
reveal, most integration projects suffer from syntax-related issues and encounter semantics-related prob-
lems [24]. In order to overcome these challenges, experts and OGD researchers advocate publishing data
as so-called linked data [5,30].

A vital prerequisite for linked data is the availability of standardized metadata in the form of ontolo-
gies [34]. While a substantial number of ontologies have been defined by standardization bodies and aca-
demic communities, many domains still lack appropriate ontologies. Also, serializing the data as linked
data is difficult to automate, and induces considerable overheads in terms of storage and processing
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power required to handle the data. On top of that a number of fundamental technical challenges remain:
How to trace provenance on such platforms where pieces of data originating from various sources can
be arbitrarily combined? — Even though RDF triples often contain a fourth piece of information to iden-
tify their source (or context), tracking such source information throughout the query processing pipeline
is still an open research challenge [78]. Another fundamental problem that attracts the attention of re-
searchers is the lack of data integration in data lakes, where multiple data types can coexist but cannot
be interrelated or joined automatically [13,15]. And finally, user-friendly tools and software components
are required to provide the typical functionalities of the data lifecycle to model, create, store, secure,
publish, search, retrieve, integrate, process, and visualize data originating from a NDI; in many areas,
mature and integrated solutions are still lacking [1].

2.4. Privacy protection and informational self-determination

The main legal issue in the context of big data is the protection of personal data in the face of the
ever-increasing capacity to aggregate even trivial and non-sensitive information about a person to an
extent that very precise knowledge is gained about that person [61]. A related challenge is the possible
reindividualization of previously anonymized data due to the recombination of various datasets [55,75].
With a steadily growing number of successful de-anonymization cases [65,68], the common practice
to anonymize data sets before analysis is increasingly being called into question by public authorities
and within research [29,37]. One possible reaction is to qualify more data as personal data in the first
place, thereby impeding re-usage and potential business cases. Another way of handling the problem
is to develop new methods to ensure privacy beyond anonymization. IT research currently pursues new
approaches, such as the combination of decentralization and encryption: The aim is to develop solutions
that enable data analysis without prior decryption of data, thus reducing the risk of (unintentional) data
exposure by data re-users [33,46].

Recent developments in data analytics have also led to calls to make data protection a basic require-
ment regarding the design of technical solutions. Thus, the “privacy by design and by default” principle
has been included in the European General Data Protection Regulation [24], which enters into force in
2018. The new regulation also foresees a new right to data portability according to which “the data sub-
Jject shall have the right to receive the personal data concerning him or her” (Art. 20). The “democrati-
zation” of personal data is also subject of current initiatives under the label of “Midata” or “MyData” that
aim at establishing platforms allowing individuals to manage and share their personal data [31,64,67].
They represent an attempt to re-establish the power-balance between data subjects (the individuals whose
data are processed) and data controllers (in charge of the collection, storage, processing, use and dissem-
ination of data) in a situation brought about by technological developments where there is virtually no
limit to the amount of information that can be recorded, where there is hardly any limit to the scope of
analysis that can be done, and where the information may be stored virtually forever [62]. In this con-
text, the notion of informational self-determination plays an important role. The term was first used in
the context of a German constitutional ruling relating to personal information collected during the 1983
census (ibid.). The court ruled that individuals had a basic right to determine in principle the disclosure
and use of their personal data. The notion of informational self-determination is not equivalent to the
right to privacy in the United States tradition, which is sometimes defined as “the right to be let alone”,
following Warren and Brandeis’ seminal article [72]. Informational self-determination rather reflects A.
Westin’s description of “informational privacy” as the “claim of individuals, groups or institutions to de-
termine for themselves when, how, and to what extent information about them is communicated through
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others” [36,62,76]. Some scholars argue that the right to informational self-determination confers in-
dividuals an “intangible property right” over their personal data, and that individuals could therefore
legally ‘sell’ their personal information on the market. Others argue however that in such an interpre-
tation the “value of data protection as an instrument aimed at fostering the autonomic capabilities of
individuals would be lost” and that personal information therefore should not be something individuals
“may dispose of or trade on the emerging market of personal information”, because the good functioning
of a free, democratic society is at stake [62, p. 52]. The issue thus has ethical implications that cannot
simply be resolved by installing a market place for personal data.

2.5. Data governance at the societal level

From a cross-organizational perspective, governance can be defined as “the means by which to infuse
order in a relation where potential conflict threatens to undo or upset opportunities to realize mutual
gains” [72]. Thus, governance refers to the rules, roles and behavioral patterns which configure the way
collective action occurs. The collective action problems identified in political science and institutional
economics can roughly be attributed to four main types: free riding/opportunism, blockage, congestion,
and depletion [19]. From an economic point of view, collective action problems tend to lead to underpro-
duction or to excessive consumption of a good or a resource, putting at stake overall utility. Collective
action problems vary in function of their context (e.g. available technologies) and of the characteristics
of the goods or services concerned [27,56]. All these factors have an influence on the effectiveness of
governance structures in a given setting and need to be taken into account when deciding about public
or private provision and on the access regimes of the various elements of a NDI. Important aspects to be
taken into account in this context are the immaterial character of data, exempting it from the problem of
depletion, the gradual shift away from hierarchical towards network forms of organization, and the rise
of the (digital) commons in the Internet era [4,59].

While company-wide data governance frameworks have been a topic in information science for
decades [74], the big data era confronts us with the same task, but worldwide and in a setting where
power structures are less regulated. Data governance as overarching perspective therefore needs to focus
on the key elements that are relevant for a cross-boundary common view of the reality, and the underly-
ing architecture models need to support a vision that satisfies all relevant stakeholders [60]. Government
agencies taking a leading role are expected to hold up a form of governance that has been termed “col-
laborative governance” or “network governance” [17,18] and has been broadly defined as “the processes
and structures of public decision making and management that engage people constructively across the
boundaries of public agencies, levels of government, and/or the public, private and civic spheres in or-
der to carry out a public purpose that could not otherwise be accomplished” [18]. There is no doubt
that seizing the benefits from data driven innovation requires the willingness to collaborate. In order to
create public and economic value, incentive systems for cooperation and collective action need to be de-
veloped, covering the entire data life-cycle [3,11,32,47,50]. Coherent policies are needed to encourage
investments, promote sharing and reuse, and reduce barriers to cross-border flows that could interrupt
global data value chains [41,42]. The elements to be considered include data access and reuse, portability
and interoperability, linkage and integration, quality and curation, ownership and control, motivation and
responsibility, as well as data value and pricing [54]. Thereby it is important to strike the right balance
between the social benefits of enhanced reuse and sharing of data, and individuals’ and organizations’
concerns about such openness [38,54].

Experiences show that non-technological design rationalities are as important as technological is-
sues [3,44]. The roadmap for a NDI in Denmark for example is built on fundamental choices regarding
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governance models (how to keep all stakeholders inside and outside government committed and on
board), financing models (mitigating the fact that benefits of open data rarely accrue with the data hold-
ers making the effort) and active outreach to potential data (re-)users (recognizing them as important
stakeholders), and lets those three aspects mutually reinforce each other [41].

3. The present situation in Switzerland

In Switzerland, a series of steps have already been taken in view of the establishment of a NDI [45]:

— Since 2003 a cooperative effort has been undertaken between the Confederation, the cantons and
further public and private stakeholders to create a National Spatial Data Infrastructure.’

— In 2013, the Confederation launched a pilot portal for open government data, and the year after, the
Federal Council adopted an Open Government Data Strategy. The open government data strategy
at the federal level has been complemented by similar strategies at cantonal and municipal levels —
however still by far not by all the cantons or cities.

— In 2015, the Rectors’ Conference of Swiss Universities launched a pilot Open Research Data Plat-
form,? while the State Secretariat for Economic Affairs (SECO) launched the LINDAS linked data
service’ permitting structured data from various sources to be integrated and networked using a
cross-organisational approach, and commissioned an observatory for Digital Single Market infras-
tructures.

— In 2016, the Confederation launched the official opendata.swiss portal* for government data and
data of state-affiliated businesses throughout Switzerland [75]. It also published its “Digital Switzer-
land” Strategy [25] which, among other things, calls for a “coherent and future oriented data policy
in Switzerland”, including “regulatory coordination on a national, and where necessary interna-
tional basis, in relation to access to data and digital content as well as data processing and se-
curity”, for the “construction of a national data infrastructure” to help the “open data principle
permeate the entire administration, the research sector and parts of the private sector”, and for
the implementation of the “fundamental right of an individual to exercise self-determination with
regard to information” by giving Swiss citizens control over their own data.

Besides that, there is a range of data infrastructures where practices of data sharing among different
administrations occur, but an overarching view or strategic vision is still lacking.

4. Research questions and methodological approach

In spring 2016, the Bern University of Applied Sciences, in cooperation with the opendata.ch asso-
ciation, carried out a study to explore how key stakeholders in Switzerland conceive of a NDI and the
governance issues surrounding it. The two research questions at the center of the study were:

1. What are the key building blocks of a national data infrastructure?

2. How should inter-organizational collaboration and participation be organized in view of the estab-
lishment and the maintenance of a national data infrastructure?

http://www.e-geo.ch.
2http://openresearchdata.ch.
3http://lindas-data.ch.
“https://opendata.swiss.
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Table 1
Overview of interview partners

No. Organization(s) Function(s) of the Interviewee(s) Sector(s)
1 National Council; Member of Parliament; Politics;

Private sector company providing ICT Member of the Administrative Board Private sector

and Internet services
2 National Council Member of Parliament Politics
3 Federal Department of Economic Affairs, Secretary General Public administration

Education, and Research
4 State Secretariat for Economic Affairs Head of E-Government for SME Public administration
5  Federal Office of Communications Director Public administration
6 Swiss Federal Archives Director Public administration
7  Federal Chancellery Federal Chancellor Public administration
8  Swiss Federal Railways Enterprise Architect State-affiliated enterprises
9  Swiss Post Head of the CIO office, responsible for ICT State-affiliated enterprises

16

processes and service management;

Head of Corporate Strategy, Data Manage-
ment and Governance;

Information Architect responsible for big

data
Swisscom Head of Big Data Business Development State-affiliated enterprises
Senior Manager for Public Communication
Insurance company Head natural hazards; Private sector;
Co-director of a company-sponsored Universities
university lab for natural hazards
Insurance company Head IT Supply Chain Management Private sector
Banking company Chief Information Officer Private sector
Opendata.ch association President Civil society
Swissuniversities Co-directors of the program SUC-P2 Universities
“Scientific information: access, processing
and safeguarding”
University of Applied Sciences; Head of the E-Government Institute; Universities;
eCH association Board member Standardization organization

In order to address these questions, 16 semi-structured interviews were carried out with key stakehold-
ers from various backgrounds, representing the perspectives of public administration, state-affiliated en-
terprises, private enterprises, research, civil society, and politics (see Table 1 for an overview of interview
partners). The interview guideline comprised questions on four over-arching themes:

— Data-based value creation: Where do interviewees situate themselves in the value chain with re-

gard to the secondary use of data? How do they experience the interactions between agents along
the value chain? What works well? What does not? What measures should be taken to improve
the cooperation between different players? How to improve the value of the data in view of their
secondary use?

Building blocks and stakeholders of a NDI: To what extent do interviewees consider data as an in-
frastructure resource? What are the building blocks of a NDI? What is its purpose? What use would
the interviewees’ organizations derive from a NDI? What conditions need to be satisfied for their
organizations to benefit from a NDI? Which building blocks of a NDI should be put in place first?
Which data should be included? What other aspects need to be tackled with the highest priority?
What contribution could the interviewees’ organizations make? Which contributions would they
expect from other entities?

Governance issues in the context of a NDI: What governance aspects need to be tackled? How
to improve cross-organizational cooperation between the different players? How to promote data-
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based innovation? How best to achieve informational self-determination?

— Next steps in view of the establishment of a NDI: Which stakeholders should be involved in the
process? To what extent would interviewees’ organizations be willing to take an active part in the
establishment and maintenance of a NDI? In what areas do they expect research to provide the
necessary know-how for the establishment of a NDI?

The interviews were exploratory in nature and aimed at understanding different stakeholder perspec-
tives. In terms of Emerson’s framework of collaborative governance [18], the focus of the research
was on “discovery” (revealing of individual and shared interests, concerns, and values) and “definition”
(building shared meaning by articulating common purpose and objectives; agreeing on concepts and
terminology; clarifying and adjusting tasks and expectations among stakeholders). The interview part-
ners were selected from a list of potential interlocutors based on a stakeholder analysis according to the
typology proposed by Mitchell et al. [48], favoring stakeholders that are characterized by high levels
of power, legitimacy and urgency with regard to the establishment of a NDI, as this would at the same
time allow us to identify the core stakeholders that are needed to further advance the establishment of
a NDI in Switzerland. Furthermore, we made sure that the selection equally comprised data providers,
data users, intermediaries, and other players (e.g. politicians).

5. Results of the interviews
5.1. Assessment of the status quo

In order to set the grounds for discussing issues related to the establishment of a NDI in Switzerland,
the interviewees were asked to position their organization/themselves along the data value-chain and to
assess the current situation regarding secondary data use. As was to be expected due to the selection
process, many interviewees indicated that their organizations fulfill multiple roles as data providers, data
users and as intermediaries. For some of them, one of these roles clearly prevails, while for others the
roles are context-dependent. And finally, the sample included three interviewees who are neither data
providers nor data users, nor typical intermediaries, but are mainly involved in setting the framework
conditions (e.g. through lobbying or as members of parliament).

When asked to assess the current interplay between stakeholders of the data value chain, interviewees
put positive emphasis on the following aspects: Governmental data provision in selected areas (geospa-
tial data, statistical data, and environmental data) is appreciated, in particular if the data is made available
through central portals in a coordinated manner (international, federal). Several stakeholders, especially
from the private sector, have established processes in place for re-using data directly from third parties
(government, others) that generally work well. Interviewees also pointed to the favorable conditions in
Switzerland regarding the basic communication infrastructure and legal certainty as prerequisites for
exploiting data value chains. The ongoing political dialogue on data-related issues is considered as im-
portant and the role of the open data community as catalyst for raising political awareness is appreciated
in that respect.

Stakeholders also pointed out some negative aspects of the current situation: Governmental data pro-
vision shows deficiencies with regard to data accessibility due to heterogeneous data formats and pricing
models as well as with regard to data interoperability across organizational, federal and national bound-
aries, resulting in unnecessary effort and expenditures for data users. For government data providers,
it is not always clear who is to fund the activities necessary to change this situation. Interviewees also
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Fig. 1. Morphological box with the criteria used to differentiate the data potentially within the scope of a NDI.

pointed to a lack of knowledge about existing data value chains (who uses which data for what pur-
pose?). Related to this, there are still observable reservations towards opening up data on the one hand
and uncertainties concerning data access on the other.

Accordingly, interviewees identified room for improvement. There is a broad understanding that the
full potential of the secondary usage of data has not been tapped yet and that associated opportunities
and risks have not been fully understood, neither in the public nor in the private sector. The adoption of
an ecosystem perspective is considered essential to enhance value generation through data re-usage (e.g.
through data combination). Also, several interviewees perceive a need for a broader social debate and for
raising public awareness, especially on data privacy issues and data ethics in general (e.g. informational
self-determination). According to them, politics should develop a coherent position on the provisioning
of open government data (including the clarification of financial aspects), as clear conditions and rules
would be favorable both to data provision and usage.

5.2. Understanding of a national data infrastructure

In order to reach a better understanding of the way various stakeholders conceive of a “national data
infrastructure”, interviewees were asked to what extent data should be considered an “infrastructure
resource” (cf. Section 2.1). While it was undisputed that data are a highly valuable resource that is prone
to be re-used by third parties, identifying them as an “infrastructure resource”, similar to the electricity
grid, the water system, roads, railroads, etc. was not straightforward for all interviewees.

When it came to deciding which data should belong to a NDI, various interviewees applied different
criteria (see the morphological box in Fig. 1 for an overview), which had an impact on their view of the
necessary governance mechanisms and the question to what extent data provision is to be considered a
public responsibility: While some reckoned that a NDI should only include data held by public sector
organizations, others considered that it should be extended to include also data held by private enterprises
and by individuals. For some it was not so much a question of who held the data, but by whom the data
was produced or provided. While some expressed the view that a NDI should only include data that
can be provided as open data, others stressed the importance of allowing data providers to share data
among selected users, or perceived of the NDI as a system which may also include data that remains
closed (e.g. at the discretion of individuals exercising informational self-determination). Interviewees
who considered the NDI first of all as an infrastructure for the provision of open data were mainly
talking about data that is not sensitive in terms of data protection requirements, while those approaching
it also from a mydata perspective had also sensitive data in mind. Yet another criterion was applied by
some of the interviewees who argued that a NDI should comprise the data that is necessary for the proper
functioning of the state, and finally there were diverging views on whether all eligible data should be
provided through a NDI by default or whether data provision should be demand driven.
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Participants were also invited to point out important components of a NDI. Again, the notion of a
NDI was not equally familiar to all interviewees. While some had a rather clear vision of what a NDI
is, others would have preferred to be presented with a pre-defined concept. Some interviewees adopted
an overarching perspective; others rather put a focus on specific areas of interest. In sum, the interviews
provided broad input with regard to a common understanding of a future NDI that converges on the
following definition:

A national data infrastructure is a nationwide distributed technical infrastructure (comprising por-
tals, platforms, and services) that allows the access to and exchange of data based on predefined
rules.

Thereby it is important to stress that a national data infrastructure is not a monolithic block (but has a
distributed architecture) and does not exist in isolation (but is inter-connected at the international level).
These two aspects were particularly emphasized by the interlocutors from the research sector, where
communities tend to organize across borders, but were also mentioned by several other interviewees.

Participants also provided concrete input on what a NDI should or could comprise and what issues its
implementation would entail. As for the different types of data, there is a common understanding that
government data are at the core. Correspondingly, provision is at least in part considered to be of public
responsibility. However, the question which other types of data should be made available via a NDI and
what responsibilities arise from this requires further clarification. Further potential elements of a NDI
that need to be addressed in a coordinated manner are presented below (cf. Section 5.4).

Most interviewees would agree that the purpose of a NDI is to support data-driven value creation and
to help realize the potential value of existing data. The interviewees were asked about the benefits they
would gain from a future NDI. The following potential benefits were most salient:

— Efficiency gains (access to more data, standardized data, inter-organizational exchange of data and
shared infrastructures);

— Better services for users (new or improved services thanks to new insights or better integration of
information across organizational boundaries);

— An improved image of government agencies and state-affiliated enterprises;

— Reduced costs related to data acquisition.

For several interviewees, however, the concrete purpose and use of a NDI still needs clarification,
particularly from the point of view of private enterprises. Some suggested to develop the business case
for a NDI and to analyze its economic and societal benefits in more depth, e.g. based on use cases.

5.3. Key stakeholders and their roles

In order to explore the perceptions different stakeholders have regarding the key agents and their roles
in setting up a NDI, the interviewees were asked what contribution their organization could make to
establishing a national data infrastructure in Switzerland and what they would expect from other stake-
holders in that respect. Again, answers ranged from clearly formulated expectations to rather reluctant
statements. The results underline that the implementation of a NDI requires the participation of various
stakeholders with well-defined roles, some of which are already rather clear, while others remain to be
clarified.

There were no notable gaps regarding self-perception and external perception of the various stake-
holders in this regard. Overall, the following key roles emerged: the interviewees expect from politics
to provide the necessary framework conditions and to issue mandates to public administration. Public
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Table 2
Fields of action requiring coordination
Dimensions Fields of action requiring coordination
Ethical Ethical norms regarding the use of personal data
Legal Regulation of data protection and security

Regulation of the usage of government data (e.g. fees, conditions limiting its usage)
Regulation of data provision (attribution of tasks, regulation of liability issues)
Regulation of the use of personal data
Political Legal foundations/legal mandate (clarification of government agencies’ responsibilities)
Coordination (across sectors and federal levels)
Economical Funding for data provision/basic investment
Business models for data refinement
Competitive situation of state-owned enterprises
Data monetization (as an incentive for data provision)
Organizational ~ Access regimes (open vs. club model, private data)
Data-lifecycle management
Processes (data provision, data usage, etc.)
Knowledge management, sharing of know-how, support to data providers and users

Semantical Shared ontologies
Metadata
Technical Basic infrastructure (for the storage, transport, and processing of data)

Infrastructure components (data portals, platforms and interfaces for service provision)
Identity and access management
Knowledge management functionalities

administration in turn shall provide and publish data, foster the debate, play a coordinating role, and
contribute to the setup of the technical infrastructure. Civil society organizations are expected to foster
the networking and the dialogue between stakeholders, while academia is expected to provide data and
infrastructure components, whereas the exact role of state-affiliated and private enterprises still needs
clarification.

5.4. Fields of action requiring coordination

As mentioned in Section 3, Switzerland does not start from zero when it comes to establishing a NDI,
and as the new “Digital” Switzerland Strategy as well as ongoing debates about data policy illustrate,
time is ripe to advance its conceptualization and implementation. As the interviews indicated, the cre-
ation of a NDI should be seen as a step-by-step endeavor that combines a bottom-up and a top-down
approach: While publishing first datasets, involving citizens and private companies, and developing use
cases can be done by many government agencies in a bottom-up approach, several interviewees argued
that the strategic framework should be provided in a top-down manner, ensuring that it is backed by
political decisions providing a clear mission to the government agencies involved in the establishment
of a NDI. To be effective, the two approaches need to be synchronized; several interviewees pointed to
the fact that civil society ought to play the role of a mediator between the two.

Based on the stakeholder interviews, seven fields of action could be identified that need to be tackled
in a coordinated manner. The most important issues raised in the interviews are presented in Table 2; they
have been categorized according to an extended version of the European Interoperability Framework’s
interoperability levels (EIF) [20]:

— On the ethical dimension, it has been pointed out that given recent technological developments, a

broad public debate is needed regarding the ethical norms that should govern the use of personal
data and the adaptation of the legal framework in this area.
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— On the legal dimension, interviewees have called for an adaptation of the legal framework in the

areas of data protection and data security to take into account the recent developments in the area
of big data analytics and to empower citizens to decide how their personal data is to be used.
Adaptations are also needed in areas where current ordinances prohibit government agencies from
releasing data as open data due to fees regulations or other usage restrictions. Furthermore, it has
been pointed out that clarification is needed as to which type of actors are responsible for what
aspects of data provision and to what extent they could be made liable for shortcomings in the data.
On the political dimension, coordinative action is required not only in terms of providing the legal
foundations and the legal mandate to public administration, but also to ensure coordination across
sectors and federal levels.

On the economic dimension, the main concern is about financing models for basic investments as
well as the development of viable business models for data provision and data refinement. There is
also a certain level of uncertainty on how the public and the private sectors will cooperate in this
area. While large economic benefits have been predicted for example in the field of open govern-
ment data, it remains unclear who exactly will be able to capture these benefits and to what extent
the entities making the effort to provide the data will be able to recoup on their expenses. With re-
gard to data sharing in the private sector it is still rather unclear to the interviewees what incentives
will be put in place. Here, some reflections go in the direction of data monetization, which leaves
state-owned enterprises wondering to what extent they should embark on the open government data
journey, and to what extent they should play by the rules of the private sector.

On the organizational dimension, it must be clarified which data should be governed by which
access regimes (open access vs. club model vs. private data exchanged on a data market). An-
other aspect is the organization of data-lifecycle management which involves a series of players
along the data value-chain. In this context, standard processes and best practices should be estab-
lished. Several interviewees also pointed to the importance of knowledge management, the sharing
of know-how and the provision of support to data providers and users.

On the semantical dimension, interviewees mentioned the need for a standardized data model for
data catalogues (metadata of data sets) as well as the development of shared ontologies in various
fields to ensure semantic interoperability of the data across organizational boundaries.

On the technical dimension, basic infrastructure is required for the storage, transport, and pro-
cessing of data, complemented by a set of infrastructure components (data portals, platforms and
interfaces for service provision). The data needs to be secured, and appropriate identity and access
management needs to be put in place which works across organizational borders. The various di-
mensions need to be supported by knowledge management systems that facilitate collaboration in
inter-organizational settings.

Many interviewees expressed their views on how coordination should take place. Thus, it has been

observed that the dialogue and the establishment of a ‘code of conduct’ among the different stakeholder
groups are at least as important as legal regulations. There is no agreement as to the right mix between
incentives and legal obligations when it comes to getting government agencies to publish their data in
form of open data. Several interviewees expressed the view that public agencies need to go ahead with
regard to opening up their data, setting an example in order to encourage other players (e.g. private
enterprises) to follow suit. Others stressed the importance of successful use cases, as only demonstra-
ble usefulness of providing data via a national infrastructure (as open or shared data) could create the
momentum necessary to trigger a self-carrying dynamism. And finally, in view of ensuring governance
in a collaborative context, it was suggested to elaborate several possible variants regarding the overall
objective before deciding on a common roadmap.
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Table 3
Fields of interest related to NDIs

Focus

Fields of interest

Ecosystem

Economic aspects

Ethical aspects

Privacy

Technology

Multiple perspectives on the ecosystem (governance, legal, organizational and technical issues)
International best practices and implications for Switzerland

Approaches to defining responsibilities in a multi-stakeholder context

Assessment of existing cooperation models (public/private)

Assessment of existing models for data brokerage

Ways of ensuring the public value of a NDI (e.g. alignment between providers and users of data)

Analysis/provision of evidence on the benefits of a NDI

Assessment and prioritization of potentials for value creation

Overview and assessment of business models (along the range of types of data and access regimes:
from personal to public, and from closed to open)

Approaches to balancing investments and benefits in a multi-stakeholder context (public/private)
Assessment of adequate pricing models for data re-use

Assessment of models for remunerating re-use of personal data

Assessment of suitable (cooperation) models for operating data infrastructures (central/decentral etc.)

Permissibility/legitimacy of linking disparate data (especially with regard to personal data)
(Non-)legitimacy of analysis/validity of conclusions

(Limits of) acceptance within society (big data, privacy)

Definition of adequate basic conditions for the analysis of personal data and ways to enforce them

Overview of the range of personal data traces and (technical) possibilities for generating insights
Overview of recent developments in the field of privacy at an international level

Overview and assessment of mechanisms aimed at securing control over personal data
Overview and assessment of technological possibilities required to install trusted third parties as
intermediaries regarding the provision of/access to personal data

Overview of the technological possibilities and challenges of a NDI

Clarification of differences between network infrastructures and data infrastructures

Assessment of options for organizing data management, e.g. the (dis-)advantages of centralization
Assessment of different design options and their (dis-)advantages

Overview and assessment of approaches to increase data quality in complex domains (sectorial data)
Requirements towards the technical infrastructure regarding the management of big volumes of data
Assessment of the potential of blockchains for managing/regulating data access (from a technical and
legal perspective)

5.5. Required knowledge base

The interviews were also used as an opportunity to get better insights on the knowledge base needed
by key stakeholders to engage in conceptualizing a NDI and in order to identify potential research gaps.
Needs of information touch upon various fields of interest (cf. Table 3). Participants stated that further
considerations on establishing a NDI should be based on an ecosystem perspective, and that the cost-
benefit ratio of a NDI should be assessed in more detail, e.g. based on use cases. Also, there was a strong
interest in issues related to data ethics and promising approaches to strengthen privacy protection.

6. Discussion

6.1. Four perspectives on a national data infrastructure

As the review of the existing literature and the interview results suggest, the notion of a NDI should
be approached from four distinct, but complementary perspectives (see Fig. 2):

— The big data perspective stresses the role of novel analytical methods, spurred by an ever-increasing
quantity of data collected and facilitated by ever larger data storage capacities and a trend towards
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Fig. 2. Four perspectives on a NDI.

breaking up data silos. Data analysis requires access to all sorts of data (authentic, open, personal).
At the same time, big data analytics challenges traditional approaches to data protection.

— The base register perspective focuses on data that is collected on the basis of a specific legal mandate
and that is trusted, authentic, and under access control [20]. Infrastructures for basic government
data have long been in place, are shared among authorized parties, but are in most cases not open
to third parties.

— The open (government) data perspective highlights the quality of ‘openness’ of the data on a tech-
nical and legal scale. In recent years, national, local, and sectoral infrastructures (e.g. spatial data)
have been built to provide open government data. Evidence on the impact is still limited.

— The mydata perspective stresses the re-use of personal data in combination with an increased con-
trol of individuals over their own personal data [57]. This implies a paradigm shift in the area of
data protection, requires a special focus on societal acceptability, and calls for new technological
solutions.

The four perspectives enjoy different levels of prominence in the present debate about a NDI in

Switzerland: Open data has been the object of a federal strategy adopted in 2014, and similar strategies
have been adopted in some cantons and larger cities; the topic has been promoted by a community-based
lobby-organization since 2010 and has received further impetus through the launch of a national open
data portal in 2013. Over the past years, increasing efforts have been made by the federal administration

to

provide the data also in form of linked data. Big data has been the object of a study commissioned

by the Federal Office of Communications in 2015 which evaluated the opportunities and risks brought
about by the recent developments in this area and the resulting needs for action. The study recommended
measures along the following lines: (1) establishment and maintenance of a national data infrastructure
based on the open data principle; (2) measures to reduce the risk of abuses; and (3) implementation of
the principle of informational self-determination [40]. Mydata has been promoted in Switzerland mainly
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by the MIDATA cooperative, which was founded in 2015. The organization lobbies in favor of inscrib-
ing the principle of informational self-determination in the national legislation and is in the process of
developing a platform that allows people to selectively share their health data. While the sharing of base
registers has taken place within the federal administration and in cantonal administrations for years, the
sharing has typically been limited to selected public agencies, and it is only in the context of recent
efforts in the area of open government data and in the context of discussions about the establishment of
a NDI, that the idea of a more generalized approach to sharing base register data has surfaced.

On an abstract level, each perspective shows a number of peculiarities with regard to types of data, ex-
isting infrastructure components as well as prevailing and/or emerging technologies. Also, in accordance
with its target stakeholders and its focus, each perspective will bear specific policy implications.

Reaching agreement over the right mix of the four perspectives and the pace at which each of them
shall be developed will be crucial when it comes to advancing the cause of a NDI. For this purpose
it will be useful to reflect on the interactions and inter-relations between the different perspectives.
Thus, adopting the base register perspective may re-focus the efforts in the field of open government
data on areas that are particularly likely to entail efficiency gains both within public administration and
among private enterprises. As the Danish example shows [41], this may indeed unlock the discussion
about the actual (economic) use of open data. Furthermore, it may spark reflections about the pooling
of data as ‘shared data’ among various public authorities, possibly even with the participation of private
enterprises. At the same time, it can be expected to spur the discussion about the re-use of personal data,
which is also at the center of the mydata perspective. Here, however, the preoccupation is not primarily
with efficiency gains, but with ethical questions and with ensuring informational self-determination.
In fact, the informational self-determination and the empowerment of users endorsed by the mydata
perspective is two-pronged: On one hand, it is about civil liberties, about the right to know and to regain
control over who is doing what with one’s personal data. On the other hand, it is about economic rights,
namely the right to put one’s own personal data to profit — be it by releasing it for re-use for a social
cause or by trying to monetize its use by profitable enterprises in the context of big data applications.
And finally, this two-pronged nature of the mydata perspective shares similarities with the open data
perspective’s two-fold objective of ensuring transparency and good governance and of unleashing the
slumbering (economic) potential related to the re-use of existing data within public administration and
beyond thanks to new developments in data analytics.

6.2. Need for collaborative governance

As expected, the provision of the technical components of the NDI represent only a fraction of the
aspects that require coordination. While for many aspects, public administration and research institu-
tions are expected to act as the main drivers in view of the establishment and the management of a NDI,
the interviews have also made clear that a NDI is the result of a collaborative effort across sectors and
across federal levels. Furthermore, its establishment needs to be coordinated with similar initiatives in
other countries. As a result, the government agencies taking a leading role are expected to engage in
“collaborative governance”. Concretely, government agencies are supposed to take the initiative by pub-
lishing data, involving citizens and companies, and by developing use cases. First movers are expected
to lead by example, and several fields of action requiring coordination are characterized by a network
mode of governance, such as cross-organizational data lifecycle management, the agreement on standard
processes for data provision and data usage, the development of metadata standards and shared ontolo-
gies, or inter-organizational learning and knowledge management. In the same vein, some interviewees
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stressed the importance of generally recognized codes of conduct as opposed to legal regulations, which
is characteristic of the network mode of governance [58]. Several public sector representatives stressed
nonetheless the importance of the hierarchical relationship their activities are inscribed in; hence the em-
phasis on clarifying government agencies’ responsibilities by providing them with an explicit mandate
from parliament. While some instances of the market mode of governance are seen as impediments, such
as fees regulations hampering the release of government data as open data or the competitive situation of
state-owned enterprises preventing them from fully embracing an open data policy, market mechanisms
are also cited as incentives for data publication or data refinement and could therefore play a vital role
in creating the basis for a flourishing data infrastructure. Furthermore, it should be kept in mind that the
network mode of governance and cross-organizational collaboration also have their downsides: While
the barriers to data sharing among governance agencies may be perceived as a major impediment when
it comes to realizing the benefits of big data in the public sector, effective privacy regulations may in
fact require informational separation of power with the effect that any transfer of personal data from
one state entity to another must be handled as an exception covered by a legal provision [36]. Simi-
larly, in the private sector, collaborative arrangements among competitors may serve as a seedbed for
anticompetitive practices and therefore be detrimental from a macroeconomic point of view [58]. As
these examples illustrate, changes to existing governance structures need to be approached with caution.
Besides that, there are several other framework conditions of a NDI that require thoughtful deliberation
and broad societal debate: the ethical norms and rules governing the use of personal data, the regulation
of data security as well as the regulation of the liability of data publishers and other actors along the data
value-chain.

6.3. Informational self-determination as a salient aspect of a NDI

As noted above, the mydata perspective, i.e. the issue of informational self-determination, has emerged
as a salient aspect of a NDI, which in this form had not been mentioned in the existing literature on na-
tional data infrastructures. The issue is highly topical and the object of an unfolding political debate,
where many stakeholders have not adopted a clear position yet. As a recent study on big data in Switzer-
land shows [40], there is broad support for a new paradigm in the area of personal data, which consists
in giving individuals greater control over the data that pertains to them. Giving individuals a ‘right to
a copy’ of the personal data held by companies and organizations would be a first step towards this
new paradigm. The issue has been debated in the Swiss parliament and is currently subject of a study
mandated by the federal government. A similar development can be observed within the EU, where the
European General Data Protection Regulation [24] implements a new right to data portability according
to which “the data subject shall have the right to receive the personal data concerning him or her”. A
further step promoted by some would consist in giving individuals some form of property right over the
personal data concerning them, empowering them to exercise greater control over what use third parties
are allowed to make of their data. In view of the implementation of a NDI the following questions should
be asked:

— What role do personal data play in the context of a NDI?

— What approach should be taken towards data anonymization in the face of a growing risk of de-
anonymization?

— To what extent could a NDI serve as a catalyzer for user empowerment through the provision of
platforms for the management of personal data and the creation of trustworthy intermediaries be-
tween holders and potential re-users of personal data?
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— What has a NDI in store for private individuals (e.g. in terms of a ‘right to a copy’ or in terms of
monetization of one’s personal data)?

— How to balance the different interests of (1) data-collecting organizations, (2) the public (open data,
transparency; maintaining a free, democratic society), and (3) individuals (mydata, informational
self-determination)?

6.4. Implications for further research activities

As has been pointed out by previous research and has again been underlined by the present study, the
establishment of a NDI clearly must be tackled from an interdisciplinary perspective. The research in the
diverse fields of interest from the point of view of key stakeholders is not equally developed. While some
areas are fairly well studied (e.g. pricing models) other research fields are only emerging (e.g. systematic
analysis of the impact of open data, new privacy mechanisms). Overall, the interviews suggest that there
is a need to strengthen knowledge transfer from research to practice and vice versa. Furthermore, there
are opportunities to learn from the experiences in other countries; in the case of Switzerland this is
particularly the case with regard to some countries’ focus on base registers that has not received much
attention so far by Swiss authorities.

7. Conclusions and outlook
7.1. What are the key building blocks of a national data infrastructure?

The findings regarding our first research question can be summarized as follows:

A national data infrastructure can be conceived of as a nationwide distributed technical infrastructure
(comprising portals, platforms, and services) that allows the access to and exchange of data on the
basis of predefined rules. It is not a monolithic block, but has a distributed architecture, and it is not
confined to one country alone, but is inter-connected at the international level. Also, the notion of a
NDI should be approached from four distinct, but inter-related perspectives: a big data perspective,
a base register perspective, an open data perspective, and a mydata perspective. Each of the four
perspectives shows a number of peculiarities with regard to types of data, existing infrastructure
components as well as prevailing and/or emerging technologies. Also, in accordance with its target
stakeholders and its focus, each perspective will bear specific policy implications.

With regard to the data a NDI shall comprise, there is general agreement that non-sensitive government
data and research data shall be part of it. With regard to other types of data, such as data from private
enterprises or private individuals, further clarification is needed.

7.2. How should inter-organizational collaboration and participation be organized in view of the
establishment and the maintenance of a national data infrastructure?

There is general agreement that a step-by-step implementation process combining bottom-up and
top-down elements is most likely to lead to success. There is also general agreement as to the role of
different stakeholder types: the parliament is expected to provide the necessary framework conditions
and to issue mandates to public administration. Public administration in turn shall provide and publish
data, foster the debate, play a coordinating role, and contribute to the setup of the technical infrastructure.
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Civil society organizations are expected to foster the networking and the dialogue between stakeholders,
while academia is expected to provide data and infrastructure components and to feed current research
developments back into practice. At the same time, it also appeared from the interviews that the role of
state-affiliated and private enterprises still needs to be clarified.

The study has also allowed to identify a set of concrete issues on which coordinating action is needed.
It has been shown that such coordinating action is needed along seven dimensions: political, ethical,
legal, economical, organizational, semantical, and technical. Given the prominence of the issues related
to open data, personal data, and informational self-determination, the central role of data governance
should not be underestimated when it comes to balancing the different interests of data-collecting or-
ganizations, the public (open data; maintaining a free, democratic society), and individuals (mydata).
Reaching a good balance in this respect is one of the keys to the success of a NDI. Another one is the
demonstration of its usefulness through the example of concrete use cases.

7.3. Next steps

Our research project is contributing to the discussion of a highly topical issue in Switzerland: the
blueprint of a national data policy. The focus is on key stakeholders within the big data ecosystem in their
diverse roles as data providers, data users and analyzers, legislators and regulators, as well as providers
of public goods and guarantors of security. With view to the economic expectations and societal concerns
associated with big data, developing a concept of a NDI serves first of all to outline the frame conditions
within which development can be driven forward. This includes the clarification of roles of the different
stakeholders, the definition of rules and decision rights, the agreement on government frameworks, the
implementation of appropriate accountability mechanisms, as well as the identification of topics that
need broader public debate.

In close collaboration with key stakeholders we will further develop a common vision of a NDI and
identify the need of actions from a governance perspective. Furthermore, as one of the next steps, the
concrete infrastructure components (data portals, platforms, key services) need to be defined and the
overall technical architecture of the NDI designed. As our research has confirmed, a multidisciplinary
approach is crucial. While there is plenty of existing research to be drawn upon in the various domains,
the real challenge lies in painting a holistic picture, taking into account the interactions and the interde-
pendencies between the various dimensions and perspectives. The research presented in this paper has
allowed us to stake out the ground and to develop an analytical framework that can be used as a boundary
object in further interactions with and among stakeholders.
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